**Prova in Itinere – Digital Forensics – 5 Maggio 2022**

1. **Come può essere affrontato l'ipotetico problema delle collisioni della funzione di hash?**
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* + 1. utilizzando 2 differenti funzioni hash contemporaneamente
    2. utilizzando la una funzione crittografica al posto dell’hash
    3. non è possibile far fronte a questo problema
    4. calcolando inizialmente l'hash del dato e successivamente un'ulteriore hash sulla stringa hash già prodotta
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1. **La nomina del CTP nei procedimenti giudiziari avviene a cura**
   1. del legale o direttamente dalla parte, dal Pubblico Ministero
   2. dagli Ufficiali di Polizia Giudiziaria
   3. del cancelliere del Tribunale
   4. dal Giudice
2. **In una attività di live forensics in azienda, prima di procedere alle attività di acquisizione, quale tra queste attività va svolta per prima?**
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* 1. Fare una privilege escalation
  2. Collegare subito un write blocker USB
  3. Effettuare un debriefing con il cliente e chiedere il supporto di un Amministratore di Sistema

1. **il c.p.p. all’art. 359 si riferisce ad accertamenti tecnici ripetibili. Se si sta operando in regime di art. 359, è possibile**:
   * 1. non effettuare la cifratura del dato digitale
     2. effettuare operazioni senza la presenza della controparte
     3. utilizzare software open source
     4. non effettuare il calcolo dell’hash del dato digitale
2. **Quale tra i seguenti elementi se presenti può essere utilizzato per garantire l’autenticità e l’esistenza di un messaggio di posta elettronica?**
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1. La ricevuta di ritorno
2. La presenza e il relativo valore del campo DKIM
3. La presenza e il relativo valore del campo Message\_ID
4. La presenza nell’header di un indirizzo IP valido e di un indirizzo mail del mittente valido
5. **L’alibi informatico è :**
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* 1. Non falsificabile
  2. Una dimostrazione della presenza dell’imputato in un altro luogo rispetto alla esecuzione di un crimine dimostrata in maniera “rigorosa”
  3. Un altro metodo che negli anni le difese usano per instillare il dubbio che l’accusato non abbia commesso il fatto
  4. Accettato solo quando proviene da log di Social Network (Facebook, Instagram, ecc.)

1. **Nell’acquisizione sistema di video sorveglianza su DVR è consigliabile**
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* 1. Esportare i dati nel formato proprietario
  2. Esportare i dati in formati standard AVI, MP4, ecc.
  3. Visualizzare e salvare in JPEG solo i fotogrammi di interesse
  4. Procedere al sequestro del DVR ed eseguire una copia forense del disco
  5. Esportare i dati in formato JPEG
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1. **La chain of custody è un'attività che si concretizza nelle fasi di:**
   1. Identificazione
   2. in tutte le fasi
   3. analisi
   4. identificazione e preservazione
2. **Quali delle seguenti affermazioni rispetto all’analisi forense di un file multimediale acquisito da uno smartphone e condiviso su Facebook (senza applicazione di filtri e/o di editing) è vera:**
   * 1. Il file non è integro ma è autentico
     2. Il file non è autentico e non è integro
     3. Il file è autentico ed integro
     4. Il file non autentico ma è integro
3. **Che ruolo ricopre l’avvocato di parte civile nel processo penale**
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* 1. Difesa delle parti danneggiate dal reato
  2. Ausiliario dell'avvocato difensore
  3. Giudice per le indagini preliminare (GIP)
  4. Ausiliario del consulente tecnico di parte
  5. Organo giudicante.
  6. Giudice a latere
  7. Pubblica Accusa
  8. Tribunale del Riesame

1. **Cos'è un meccanismo write blocker?**
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1. un dispositivo che, dati un dispositivo sorgente e uno di destinazione, impedisca la scrittura sul dispositivo destinazione
2. un dispositivo che, dati un dispositivo sorgente e uno di destinazione, impedisca la scrittura sul dispositivo sorgente
3. qualsiasi sistema software o hardware che, dati un dispositivo sorgente e uno di destinazione, impedisca la scrittura sul dispositivo destinazione
4. qualsiasi sistema software o hardware che, dati un dispositivo sorgente e uno di destinazione, impedisca la scrittura sul dispositivo sorgente
5. **Quali sono le fasi della digital forensics?**

![](data:image/png;base64,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)

* 1. sequestro-catena di custodia - analisi – dibattimento
  2. identificazione-preservazione-acquisizione-analisi-documentazione
  3. acquisizione - documentazione - analisi – presentazione
  4. individuazione-acquisizione - analisi - documentazione - presentazione

1. **In una attività di live forensics su Windows 10 aggiornato, quale serie di tool dovrà avere il consulente?**
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* 1. Snort
  2. Password Cracking
  3. Write blocker
  4. Chiavetta USB con collezione collaudata di tool live
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1. **Quali delle seguenti affermazioni descrive al meglio le evidenze digitali?**
2. Le evidenze digitali sono volatili ed inalterabili.
3. Le evidenze digitali sono volatili, duplicabili e alterabili.
4. Le evidenze digitali sono duplicabili.
5. Le evidenze digitali rappresentano sempre dei fatti probatori durante l’iter

1. **Il c.p.p. all’art. 360 si riferisce ad accertamenti tecnici non ripetibili, in quali fasi della digital forensics può presentarsi?**
2. acquisizione-analisi
3. in tutte le fasi
4. sequestro-catena di custodia - analisi - dibattimento
5. individuazione-acquisizione - analisi - documentazione - presentazione
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1. **Se apro un file con il software “MSWord” e lo richiudo senza apportare modifiche il valore della relativa funzione hash:**
   1. Non cambia
   2. Cambia solo se si usa SHA1
   3. Cambia solo se si esegue il comando “SALVA”
   4. Cambia solo se si usa MD5
   5. Cambia
2. **Quali tra queste problematiche possono verificarsi durante un'analisi “live”?**
3. difficoltà nell'eseguire le operazioni
4. impossibilità di costruire la chain of custody
5. perdita dei dati post analisi
6. perdita del fattore di ripetibilità delle operazioni
7. **La disciplina Multimedia Forensics si occupa di elaborare dati multimediali al fine di procedere con:**
8. Analisi, miglioramento, recupero di informazioni semantiche da reperti multimediali
9. Acquisizione, analisi e codifica
10. Analisi e Miglioramento segnali audio
11. Identificazione della sorgente di acquisizione e verifica di integrità dei reperti multimediali
12. Recupero targhe e analisi antropometriche
13. **In cosa consiste l'acquisizione tramite duplicazione/clone?**
    * + 1. creare una copia 1:1 del dispositivo sorgente su un supporto equivalente
        2. effettuare copia dei singoli dati presenti nel dispositivo sorgente e gli hash degli di questi ultimi
        3. copiare il contenuto del dispositivo sorgente in un generico supporto di grandezza equivalente
        4. creare una copia immagine del dispositivo sorgente
14. **Perchè, nella digital forensics, sono importanti le modalità di acquisizione e trattamento delle evidenze?**
    1. Per garantire la ripetibilità delle analisi
    2. Tutte le risposte sono corrette
    3. Per garantire l’autenticità della fonte di prova
    4. Perché si abbiano abbastanza elementi da portare come fonte di prova ai fini legali
    5. Per garantire sia l’autenticità della fonte di prova sia la ripetibilità delle analisi

![](data:image/png;base64,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)

1. **Elencare in ordine (crescente) di completezza e di accuratezza delle informazioni raccolte, le seguenti modalità di acquisizione nell’ambito della Mobile Forensics:**
   1. Screenshot, Logica, Fisica
   2. Fisica, Logica, Screenshot
   3. Logica, Fisica, Screenshot,

![](data:image/png;base64,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)

1. **I software di wiping riescono a cancellare anche i dati presenti nello “Slack Space”**
   * 1. Si
     2. Dipende dalle configurazioni di sistema e dai relativi protocolli di sicurezza
     3. In parte
     4. No
2. **La Perquisizione anche Informatica (Art 247 cpp) è:**
   1. Un mezzo di ricerca della prova volto al rintraccio del corpo di reato o di cose pertinenti al reato che una volta rinvenute devono essere sottoposte a sequestro
   2. Un accertamento irripetibile volto ad acquisire fonti di prova
   3. Un mezzo di ricerca della prova volto ad accertare le tracce del reato

![](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAACkAAAAtCAYAAAAz8ULgAAAAAXNSR0IArs4c6QAAAIRlWElmTU0AKgAAAAgABQESAAMAAAABAAEAAAEaAAUAAAABAAAASgEbAAUAAAABAAAAUgEoAAMAAAABAAIAAIdpAAQAAAABAAAAWgAAAAAAAABIAAAAAQAAAEgAAAABAAOgAQADAAAAAQABAACgAgAEAAAAAQAAACmgAwAEAAAAAQAAAC0AAAAAxppPnAAAAAlwSFlzAAALEwAACxMBAJqcGAAAAiZJREFUWAnNlol1wjAQRM1RSDrxppN0wqYyi0qSVEJmxI6eCH7BhCM77w2zsq6PbI7NkEsGnA94BRc4pQxUh/CUkjCgLCAJ63BaGch0osMmKeYnuAx+gVdZIcE2fMFvLPgpyize8mGdmRBshXxbviyQxRjm2NVRtniPytuVBxaGtekJ1qfs2uRch29R3f/nM2lYcQcze5Vo7JGqldFV5xgaI8zsVdDgXKqEWV+SYwB5mhzVofOE2sKIq+WYQfdr9jXXZz9t8Jw4hnOqHK9agLXB95RhMQ9rY+3XJ8cYLKmvttVw9T4hDXt4WPszJ1jS9TqQDVfPP6VhX4eZlMEVestWEhVw0JJFsV+jGKNRIlNGu+/J6CbwkM3IlRWycfF2p5cgSzJSD576X0CQyRhPcbJCjoFZhMsHdFIjSbYPDXmynuTJWWWEtCAsIs0IKbaWGSEt6PQnuT2T6mj0mYqMJ3l2PoQscdUi0wUh608PcpeOLoB+nqRlBNUzmfo0Bek4wQIbnO0nsn0Fga09mwTlb6fDacWTJKRA/cmk2t8u7UswgTI5kdeeIe1rSzdzDNQkpYAXL7J0sxinfa6cdjxFxywt0Keg2W/wLXJM5tpc8yY5ZtNciAvOmX0eRiyWYyTXYzatWvX3wjCVpkbYWMxI38UFffSc+OYMfoULXHUPSK3Vp6FBU7tjzL4WXN13PRr7KK5uq/nScZnmaR1+McekkoHGYYEzz/QNpoazJESekyAAAAAASUVORK5CYII=)

1. **L’Ispezione anche Informatica (Art 244 cpp) è:**
   1. Un mezzo di ricerca della prova volto al rintraccio del corpo di reato o di cose pertinenti al reato che una volta rinvenute devono essere sottoposte a sequestro
   2. Un mezzo di ricerca della prova volto ad accertare le tracce del reato
   3. Un accertamento irripetibile volto ad acquisire fonti di prova
2. **Legge di Ratifica “Convenzione di Budapest” si riferisce a:**
   1. L. n. 59/199 (riconoscimento regolamentazione della validità dei documenti formati e/o trasmessi con strumenti informatici)
   2. DPR n. 68/2005 e DM 2 novembre 2005
   3. Legge n.48 del 18 marzo2008
   4. Codice dell’Amministrazione Digitale (cd. CAD) di cui al D. Lgs. 82/2005 e successive modificazioni
3. **Presupposti reato di Diffamazione in Rete**

![](data:image/png;base64,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)

* 1. Assenza dell’offeso, Offesa all’altrui reputazione, Comunicazione a più persone
  2. Comunicazione a mezzo social network con contenuti diffamatori
  3. Presenza di messaggi privati lesivi della reputazione su piattaforme di messagistica

1. **Quali tra i seguenti elementi presenti in una relazione di Consulenza Tecnica possono essere omessi:**
   1. Metodologia di lavoro e Analisi Tecnica
   2. Testo del quesito e estremi del procedimento
   3. Dati anagrafici dei soggetti indagati
   4. Conclusioni
   5. Dati di lavoro (acquisizione, provenienza)
2. **Elencare in ordine decrescente di sicurezza le seguenti funzioni HASH:**
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* 1. Md-5, SHA-256, SHA-512
  2. SHA-256, SHA-512, MD-5
  3. SHA-512, MD5, SHA-256
  4. SHA-512, SHA-256, MD-5

1. **Valore legale messaggio di Posta Elettronica**
   1. Documento Informatico
   2. Documento informatico sottoscritto con firma digitale
   3. Nessuna validità a seguito della impossibilità di garantirne l’integrità, la paternità e altre caratteristiche correlate.
   4. Documento informatico sottoscritto con firma semplice
2. **Caratteristiche PEC:**
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* 1. Integrità del Messaggio, Certificazione dell’Invio, Certificazione della Consegna
  2. Integrità degli Allegati, Certificazione del Mittente, Certificazione della Consegna
  3. Integrità degli Allegati, Certificazione dell’Invio, Certificazione del Destinatario
  4. Integrità del Messaggio, Certificazione del Mittente, Certificazione della Consegna

**DIGITAL FORENSICS Prova in ITINERE del 5 Maggio 2022**

Cognome\_\_\_\_\_\_\_\_\_\_\_\_ NOME\_\_\_\_\_\_\_\_\_\_\_ MATRICOLA: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

|  |  |
| --- | --- |
| **Quesito** | **Risposta** |
| **1** |  |
| **2** |  |
| **3** |  |
| **4** |  |
| **5** |  |
| **6** |  |
| **7** |  |
| **8** |  |
| **9** |  |
| **10** |  |
| **11** |  |
| **12** |  |
| **13** |  |
| **14** |  |
| **15** |  |
| **16** |  |
| **17** |  |
| **18** |  |
| **19** |  |
| **20** |  |
| **21** |  |
| **22** |  |
| **23** |  |
| **24** |  |
| **25** |  |
| **26** |  |
| **27** |  |
| **28** |  |
| **29** |  |
| **30** |  |